
Safeguarding Newsletter—Spring Term 1 2026 

Dear Parents and Carers  
We wish you all a very happy New Year and hope you had a lovely break.  
All staff at Belle Vue have a responsibility to safeguard children but just a reminder to you that we have the 
following designated staff in place with responsibility for safeguarding: 
 
Mrs. C Davies—Designated Safeguarding lead 
Mrs. S Richardson—Deputy Safeguarding lead 
Mrs. A Perrett—Deputy Safeguarding Lead 
Mrs. C Mulligan—Deputy Safeguarding lead 
 
Governor responsible for safeguarding: Mrs. S Rose 
If you have any concerns regarding the safeguarding of a child/children please contact the school immediately on 
01384 389900 or email info@belle-vue.dudley.sch.uk. If you suspect a child is in immediate danger please ring 
999. If you have a concern during holiday time, please email safeguarding@belle-vue.dudley.sch.uk 

Roblox: Grow a Garden  
 
Roblox is a platform consisting of a collection of games. Grow a Garden is a popular game available online.  The 
game is labelled as ‘minimal’ for content maturity, which Roblox define as “may contain occasional mild violence, 
light unrealistic blood, and/or occasional mild fear.”  
 
Roblox believe that the game play is suitable for everyone. However, as the game is on Roblox, it is important to 
be aware of the following:  
Chat – strangers can interact with your child.  
In-game purchases – this game does include in-game purchases.  
Screen time – set limits for how long your child is playing.  
 
Most of the content on Roblox is user generated, which may mean not all 
games will be suitable for your child to view/play. If your child is playing 
Roblox, it is important to monitor what your child is accessing, ensure 
they know how to use any reporting tools and set up appropriate parental 
controls.  
 
Further information: https://en.help.roblox.com/hc/en-us/
articles/30428310121620-Parental-Controls-Overview 
 
 

https://en.help.roblox.com/hc/en-us/articles/30428310121620-Parental-Controls-Overview
https://en.help.roblox.com/hc/en-us/articles/30428310121620-Parental-Controls-Overview


Group chats and Appropriate Behaviours 
In today's digital world, group chats on platforms like WhatsApp, Snapchat, and others have become a common 
way for children to stay connected. While these chats can foster friendships, they also come with risks that are 
especially concerning for primary school-aged children. 
 
The realities of group chats 
Group chats are often viewed as harmless, but they can expose children to risks parents/carers might not 
anticipate. These digital spaces can quickly become environments where negative behaviours thrive without adult 
supervision.  
Primary school-aged children, still developing social and emotional maturity, may struggle with the fast-paced and 
often unfiltered nature of these chats. Many parents/carers are unaware of what can occur in group chats. 
Unfortunately, children can be exposed to:  
Unkind behaviour: teasing, exclusion, and bullying can occur more easily behind a screen.  
Inappropriate content: children may encounter or share inappropriate language, images, videos, or other harmful 
content.  
Peer pressure: children may feel pressured to participate in conversations they are uncomfortable with.  
Overuse and distraction: constant notifications can interfere with sleep, homework, and family time.  
 
How can parents/carers help?  
As a parent, there are practical steps you can take to educate and monitor your child's use of group chats:  
Have open conversations: talk to your child about the importance of kindness, respect, and the impact of their 
words online.  
Set boundaries: establish rules around screen time and appropriate online behaviour.  
Monitor group chats: regularly check the content of your child’s chats and discuss any concerning messages. 
Teach privacy awareness: encourage your child to think before sharing personal information or images.  
Promote reporting: let your child know they can come to you if they feel uncomfortable or witness inappropriate 
behaviour.  
Use parental controls: utilise built-in tools on devices and apps to limit access and monitor usage. 
 

 
 
 
 
 



 


